**Note : Increase size of (upload\_max\_filesize) and (post\_max\_size) Variables in php.ini before writing these codes and also import data base mydb (mydb.sql)**

**For Uploading Single File**

<input name="mempic" type="file" required id="mempic" oninvalid="this.setCustomValidity('Enter the Photo')">

$mp='mphoto/';

$tmpFilePath = $\_FILES['mempic']['tmp\_name'];

$newFilePath ='./'.$mp.'/'.$\_FILES['mempic']['name'];

$mempic='./'.$mp.'/'.$memid.".jpg";

if(move\_uploaded\_file($tmpFilePath, $newFilePath)) {

rename($newFilePath,$mempic);

}

**For Deleting Single File**

$data=$age.".jpg";

$dir = "mphoto";

$dirHandle = opendir($dir);

while ($file = readdir($dirHandle)) {

if($file==$data) {

unlink("$dir/$file");

}

}

closedir($dirHandle);

**For Uploading Multiple Files with directory**

<input name="upload[]" type="file" value="avatar.png" required oninvalid="this.setCustomValidity(alert('Upload all photos'))" onChange="getSize();" />

<?php

$total = count($\_FILES['upload']['name']);

$ax='uploads/'.$mem;

// Loop through each file

for($i=0; $i<$total; $i++) {

//Get the temp file path

$tmpFilePath = $\_FILES['upload']['tmp\_name'][$i];

//Make sure we have a filepath

if ($tmpFilePath != ""){

if (!file\_exists($ax))

{

mkdir($ax,0755,true);

}

//Setup our new file path

$newFilePath ='./'.$ax.'/'.$\_FILES['upload']['name'][$i];

$a[$i]='./'.$ax.'/'.substr(md5(rand(0,9999)), 17, 25).".jpg";

//Upload the file into the temp dir

if(move\_uploaded\_file($tmpFilePath, $newFilePath)) {

rename($newFilePath,$a[$i]);

}

}

}

?>

**For Deleting Multiple Files with directory**

$a=$dela['dirc'];

$files = array\_diff(scandir($a), array('.','..'));

foreach ($files as $file) {

(is\_dir("$a/$file")) ? delTree("$a/$file") : unlink("$a/$file");

}

rmdir($a);

**For Session Creation**

<?php

function redirect\_to( $location = NULL ) {

if ($location != NULL) {

header("Location: {$location}");

exit;

} }

?>

<?php

ini\_set('session.gc\_maxlifetime',600);

session\_set\_cookie\_params(0);

session\_start();

function confirm\_loggedin(){

if (!isset($\_SESSION['memberid'])){

redirect\_to("index.php");

}

}

function confirm\_nfloggedin(){

if (!isset($\_SESSION['memberid'])){

redirect\_to("index.php");

}

}

?>

**Session Destroy**

<?php

// Initialize the session.

// If you are using session\_name("something"), don't forget it now!

session\_start();

// Unset all of the session variables.

$\_SESSION = array();

// If it's desired to kill the session, also delete the session cookie.

// Note: This will destroy the session, and not just the session data!

if (ini\_get("session.use\_cookies")) {

$params = session\_get\_cookie\_params();

setcookie(session\_name(), '', time() - 42000,

$params["path"], $params["domain"],

$params["secure"], $params["httponly"]

);}

// Finally, destroy the session.

session\_destroy();

?>

session\_start();

$\_SESSION=array();

if(isset($\_COOKIE[session\_name()])){

setcookie(session\_name(), '', time()-42000, '/');

}

session\_destroy();

session\_unset();